
SCHOOL DISTRICT NO. 73 (KAMLOOPS/THOMPSON) 
 

POLICY 403.2 
 

 Effective Date, August 29, 2011 
 

TECHNOLOGY:  STUDENT ACCEPTABLE USE 
 
Student use of District information technology resources must be in accordance with the 
following regulations. 
 

REGULATIONS 
 
1. Students are responsible for their network accounts and all activity taking place in their 

allotted storage space and under their password. Passwords must not be shared. 
 
2. Students must not use another person's account. 
 
3. District resources must be used responsibly and not for any purpose except educational 

purposes. 
 
4. Students should conduct themselves in a manner which respects the rights of others and 

is consistent with Policy 600.1 Code of Conduct. 
 
5. Students using District technology resources are expected to follow the same regulations 

both during and outside of school hours. 
 
6. Teachers and principals or designates are responsible for ensuring that all students and 

parents/guardians are aware of Policy 600.2 and agree to the rules governing access to 
District technology systems by signing the Student Use & Consent Form - Elementary & 
Middle Schools or Student Use & Consent Form - Secondary Schools. The agreement 
will be required: 

 
i) at the time of registration in kindergarten; and, 
ii) at the beginning of grade 8; or for middle school streams at the beginning of 

grades 7 and 10; and,  
iii) when a student transfers to a new school or the student is a new registrant. 

 
7. Teachers and principals are responsible for taking appropriate disciplinary action when 

this policy is contravened. 
 
8. Illegal acts committed on or through District technology resources may be reported to 

legal authorities.  Illegal acts may include, but are not restricted to, hacking into systems 
or deleting files to which the student does not have access privileges, introducing viruses 
or downloading or copying copyrighted material. 


